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m Abstract:

An optimized image watermarking technique based on LU factorization
and entropy analysis in combination with lifting wavelet transform and dis-
crete cosine transform is presented in this paper. At first, the original image
is decomposed by a 2-level lifting wavelet transform for obtaining the coef-
ficients of a high-frequency subband followed by discrete cosine transform.
Afterward, non-overlapping blocks are obtained by dividing the coefficients
of discrete cosine transform whereas LU factorization is applied to each non-
overlapping blocks based on pseudo-random sequences. Then, the watermark
is embedded into the first row, the first column element of the upper triangular
matrix of LU factorization. The normalized cross-correlation (NC), and the
peak signal-to-noise ratio (PSNR) are used to evaluate the invisibility and ro-
bustness of the presented technique. The experimental results have indicated
that the presented technique fulfills all watermarking requirements in terms
of invisibility, robustness, security, and capacity. The comparison with the
existing scheme has shown that the proposed watermarking technique has a
superior performance in terms of invisibility than the existing scheme.

e Keywords: Watermarking, Discrete cosine transform, Entropy analysis,
Lifting wavelet transform, LU factorization
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1. Introduction

With the explosive development of the network, multimedia information
(images, videos, and audio) today become the most utilized form. Digital
multimedia productions entice the attention of security experts with the
appearance of electronic appliances and the needed cloud computing.
The digital watermarking technique has been considered an effective tool
for copyright protection of digital multimedia productions, in which the
information hidden in multimedia can withstand different attacks without
degrading its quality (1). In addition, digital watermarking techniques have
been utilized in various applications like tamper detection, fingerprinting,
broadcast monitoring, content authentication, and content identification.
The watermarking technique properties can be roughly divided into four
categories: imperceptibility, robustness, security, and watermark capacity, it
is a big issue to fulfill all properties of a watermarking technique together (2).

Over the last decade, several techniques have been presented to fulfill the
watermarking characteristics which can be categorized into domains: spatial
domain (3, 4) and transform domain including discrete cosine transform
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(DCT) (5, 6), discrete Fourier transform (7-9), lifting wavelet transform
(LWT) (10, 11), Walsh Hadamard transform (12, 13), and matrix factorization
like singular value decomposition (SVD) (14, 15), Hessenberg factorization
(16, 17), QR factorization (18, 19), LU factorization (20, 21), and Schur
factorization (22, 23).

In this paper, an optimized image watermarking technique based on
LU factorization and entropy analysis in combination with lifting wavelet
transform, and discrete cosine transform is proposed for copyright protection.
At first, the original image is decomposed by a 2-level LWT for obtaining
the coefficients of a high-frequency subband followed by DCT. Afterward,
non-overlapping blocks are obtained by dividing the coefficients of DCT
whereas LU factorization is applied to each non-overlapping blocks based
on pseudo-random sequences. Then, the watermark bits are hidden in the
elements of the first row, the first column of the upper triangular matrix of
LU factorization.

The main contributions of the work are summarized as follows:

1. An effective watermarking technique based on the combination of
DCT and LWT with LU factorization is presented for grayscale image
watermarking. In this work, the benefits of hybridization of this
combination are used to enhance invisibility and robustness against
attacks, such as LWT provides excellent frequency localization
characteristics, LU factorization as matrices factorization offers
various elements that be utilized for embedding the hidden information
(watermark) into the highest element value of the upper triangular
matrix of LU factorization, and DCT provides energy compaction
characteristics.

2. A random permutation function is utilized for the generation of a pseudo-
random sequence to improve the security of the presented technique by
selecting the blocks based on the pseudo-random sequence for hidden
information bits (watermark).

3. To derive the optimum quantization step, the entropy analysis is utilized
to have the best quantization step for embedding the watermark. The
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presented grayscale image watermarking method can achieve a better
trade-off between invisibility and robustness.

The rest of this paper is categorized as follows. In Section 2, the various
terminologies such as LWT, DCT, LU factorization, entropy analysis, and
random permutation function are explained. The discussions of the
presented watermarking method are given in Section 3. The experimental
results and compared schemes are provided in Section 4. The conclusion is
given in Section 5.

2. Preliminaries

2.1. Lifting wavelet transform

LWT is presented to reduce aliasing effects and distortion and requires less
memory. LWT can be used as the best choice to have a lower computational
complexity than traditional DWT (24). The lifting wavelet transform can be
used in several applications like image watermarking, compression, image
processing, and pattern recognition as a robust technique. Lifting wavelet
transform requires half the number of calculations in comparison to ordinary
DWT and lifting wavelet transform allows us to do reversible integer wavelet
transform (25). Three steps of LWT are below:

1) Splitting: Dividing a signal sg(/) into even and odd non-overlapping

patterns: Sgo(/) and Sge(/).

Sgo(l) = sg(2l+ 1),Sge(l) = sg(21) (1)

2) Prediction: Predicting odd signal patterns based on even signal patterns
and the even signal and odd signal should be widely correlated. As a
result of this step, viewed a high-pass filter processing. The result of a
difference between the prediction step and the splitting step is below:

D(1) = Sgo(l) — P(Sge(l)) (2)

where D(/) indicates as the high-frequency component of the signal sg(/),
whereas P[.] indicates as the predict operator.

3) Updating: Introducing the updating operator U [.], and using the detail
signal D(/) for updating even samples Sge(/). This step can be viewed as
a low-pass filter processing. The approximate signal C(/) can be given
as follows:
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C(l) = Sge(l) + U(D(L)) (3)
where the C(/) denotes the low-frequency component of the signal sg(/).
2.2. Discrete cosine transform
DCT provides an orthogonal decomposition of a real number and has to

calculate the images as part of a complex number. Discrete cosine transform

is given by extracted items with cosine in DFT. A transformation matrix of

DCT provides a symmetrical coefficient matrix with the same summation

between every auxiliary diagonal that is parallel to a diagonal. DCT has

several benefits including high computational complexity, high compression

ratio, and low error rate (26).

2.3. LU factorization
LU factorization is a procedure of factorization of a matrix into a lower-triangular
matrix and an upper-triangular matrix. A real matrix A is decomposed by the LU

factorization into L and U matrices, and its equation can be given as follows (20):
A= LU (4)
where Lis a lower triangular matrix, whilst U is an upper triangular matrix.
2.4. Entropy analysis
The entropy analysis has been utilized for listing how much information

content is given in the image. The more contained image data denotes good

quality. It represents the number of randomness and uncertainty included in
the image. Also, entropy analysis is called Shannos’s entropy, and the data
entropy computes the uncertainty of a data source. The entropy of Shannon

can be defined as follows (25, 27){Kumar, 2021 #29}:

E(x) = - X p(x) logp(x) (5)

3. Proposed Scheme

A new grayscale image watermarking technique is presented for hiding
the watermark bits in an image based on the combination of LWT and DCT
with LU factorization, and entropy analysis. The presented technique has
two steps: the watermark embedding step and the watermark extraction
step as shown in figures 1 and 2 that indicate the block diagrams of the steps.

3.1. Watermark embedding step

The watermark embedding step is explained below:
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Step 1: Performing a 2-level lifting wavelet transform to the original image
of size N x N for transformations. To have CA,cH,cV, and cD, of the
1-level followed by cA, cH,, cV,, and ¢D, of the cD, of the 2-level.

Step 2: The DCT is performed on the ¢D, high-frequency sub-band to have
DCT coefficients.

Step 3: The DCT coefficients are divided for having non-overlapping blocks
of size 4 x 4. In which the blocks’ number is 642

Step 4: The entropy of each block is computed to get the average of the
blocks’ entropy which be used as quantization stage a.

Step 5: The pseudo-random sequences are generated by randperm-
function based on the key, and key, to obtain two random numbers
that indicate the row and column.

Step 6: The LU factorization is performed on selected blocks of 4 x 4
utilizing the pseudo-random sequences as mentioned in Eq. (4) to get
the matrices Land U.

Step 7: The magnitudes M, and M, are modified depending on the binary
watermark data w, as below:

L M, = 0.25a
7 = 1'

i wiij) {Mz = ~0.50a (6)

. Loy M1 = -0.25a

if wiij) = 0'{ M, = 0.50a 7)

here a denotes the quantization stage, and (1<t j<N),
Step 8: The potential quantization outcomes T, and T, are calculated
based on the modified magnitudes M, andM.,.

T, = 2ka+ M, (8)
T, = 2ka + M, (9)

where k=floor(ceil(u1,1/a)/2), ceil(.)and floor(.)denotes as the largest
nearest integer and the least nearest integer, respectively.

Step 9: selection the first-row, first-column element “1,1°f upper triangular
matrix U for hidden the binary watermark as shown:
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= T,if abs(ul,1 - T2) < abs (u1,1 - Tl) (10)
' T, else
here abs (.) indicates the absolute value.
Step 10: The u,, with u'll1 is replaced and then perform the inverse LU
factorization to have the A" watermarked block.

A = LU’ (11)

Step 11:Repeating steps 6—-10 to hide all watermark bits.

Step 12:Combination all watermarked blocks together.

Step 13:Performing inverse of DCT for combination watermarked blocks
to have the altered high-frequency sub-band cDv, in which cD¥ denotes
high-frequency sub-band estimation of the watermarked.

Step 14:The inverse of the 2-level LWT is performed based on the changed
high-frequency sub-band cDV instead of cD: for obtaining the watermarked
image.

3.2. Watermark extraction process

The watermark embedding process is presented below:

Step 1: A 2-level LWT is applied to the watermarked image of size N x N for
transformations. To have cA , cH,, ¢V, and cD, of the first-level then having
A, cH, ¢V, and cD, of the cD, of the second-level.

Step 2: The DCT is performed on the ¢D, high-frequency subband to have
coefficients of DCT.

Step 3: Dividing DCT coefficients for having non-overlapping blocks of size
4 x 4. Where the blocks’ count is 64*.

Step 4: Computing entropy of each block is for having the mean of the
entropy blocks which be used as scaling factor a.

Step 5: The pseudo-random sequences are generated by randperm-
function based on the key, and key, to obtain two random numbers that
indicate the row and column.

Step 6: The LU factorization is performed on selected 4 x 4 blocks based
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on the pseudo-random sequences as mentioned in Eq. (4) to get the matrices

L and U.

Step 7: Selection of the first-row, first-column element u'“of upper

triangular matrix U for extraction of the watermark bits as given:

Wl-’,j = mod ( ceil (%),2)

(12)

where mod(.) denotes the modulo peration and (1<i, j<N).
Step 8:0btaining the extracted watermark bits by repeating steps 6-7.

Given grayscale

Perform two-evel
LWT to grayscale |,

Perform DCT to
¢D, subband

—

Divide DCT
coefficients into
4%4 embedding-

blocks

4

image >
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factorization to each
selected blocks
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Perform inverse LU
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Obtain the
watermarked block

Obtain the watermarked
grayscale image

Figure 1: The proposed watermarking embedding step
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information from upper
triangular matrix U

Obtain binary
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Figure 2: The proposed watermarking extraction step
4. Experimental results and discussion
For all experiments, the presented watermarking technique is performed
on common test images. Five test images from the USC-SIPI (28) database
are used in the presented watermarking technique, the size of the images
is 1024 x 1024 as given in figure 3. The technique uses various watermarks
of size 64x64 as given in figure 4. The experiment results were simulated
utilizing MATLAB R2017b on a laptop whose classifications are Intel Core i3
2.00 GHz CPU, windows 10 environment, and 4.00 GB RAM.
The attacks performed in the presented technique are below:
- Flipping: Flipping the watermarked images up to down.
- Gamma correction: Applying the Gamma correction with a 1.0 Gamma
value to the watermarked images.
- Sharpening: Sharpening the watermarked images with a 0.1 amount value.
- Blurring: Blurring with a 0.2 blurring value to the watermarked images.
- Poisson noise: Adding the Poisson noise to the watermarked images.
- Scaling: Scaling the watermarked images to 2 times.
- JPEG 2000 compression: Performing watermarked images by applying
the JPEG 2000 compression with 1 compression ratio.
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The normalized cross-correlation (NC), and the peak signal-to-noise ratio (PSNR)
are used to evaluate the invisibility and robustness of the presented technique.

PSNR can be known as an engineering phrase for the calculation of the
ratio between the highest potential power of a signal, and the power of
distorting noise that affects the quality of the representation signal (29).
PSNR equation is below:

2552
PSNR = 10 IogmdB (13)

where MSE denotes the average square error between the watermarked
image and the cover image. MSE equation is below:

MSE = —5 M 5% (o(i,j) = w'(i,)? 14)

here, w'(i,j) and o(i,j) denote the (ij)" pixel value in the watermarked
image, and cover image, respectively.

NC is a well-known metric used to measure the similarity level between a

watermarked image and a cover image (30). NC equation is below:

NC — zﬁlzﬁvzlo(ll])xol(l,])

sMEN 02(0)) x \/z’i‘ilzjyzlo'z(i,j) (15)

here, O and O denote the extracted watermark image, and the original
watermark image, respectively; N and M denote the size of watermark.

Lena Sailboat Peppers Baboon Airplane

Figure 3: The grayscale original images

ER (I O

Watermarkl Watermark2 Watermark3

Figure 4: The watermark images
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Table 1 shows the PSNR of the watermarked images under no attacks
while table 2 shows the NC values of watermark images under no attacks.
Generally, a high level of PSNR values indicates that the presented technique
provides good performance in invisibility. A high level of NC values indicates
that the presented technique provides good performance in robustness
against attacks. The presented watermarking technique under no attacks
has obtained the NC value of 1.000, and the PSNR values more than 41.923
dB. In visual observations, figures 5-7 observe the watermarked images and
extracted watermark images under no attacks.

Table 1: The PSNR values under no attacks

image Watermark_1 Watermark_2 Watermark_3

Lena 49.520 49.527 49.521
Sailboat 46.456 46.445 46.440
Peppers 48.466 48.470 48.474
Baboon 41.923 41.934 41.942
Airplane 50.976 50.965 50.968

Table 2: The NC values under no attacks

image Watermark_1 Watermark_2 Watermark_3
Lena 1.000 1.000 1.000
Sailboat 1.000 1.000 1.000
Peppers 1.000 1.000 1.000
Baboon 1.000 1.000 1.000

Airplane 1.000 1.000 1.000

Watermarked
image

Extracted
watermark

Figure 5: The watermarked images with detected watermark_1 under no attack
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Watermarked
image

Extracted
watermark

Figure 6: The watermarked images with detected watermark_2 under no attack

Watermarked
image

Extracted
watermark

Figure 7: The watermarked images with detected watermark_3 under no attack

As can be seen from table 2 and figures 5-7, the watermark images are
more similar to the original watermark images that refer to the presented
technique as more robust against attacks. Furthermore, as can be observed
from tables 1-2, and figures 5-7, the host images are more similar to the
watermarkedimages which refertothe presented techniqueas moreinvisible.
In visual observations, figures 8-10 observe the extracted watermark from
Lena image under different attacks whilst tables 3-5 observe the NC values
of extracted watermark under various attacks. As can be seen from figures
8-10, the extracted watermark images and the watermark images are more
similar with a little distortion in JPEG compression, scaling, and sharpening
attacks.

Table 3: The NC values of detected watermark with watermark_1 under different Attacks

Attack Lena Sailboat Peppers Baboon Airplane
Flipping 1.000 1.000 1.000 1.000 1.000
Sharpen 0.971 0.961 0.965 0.961 0.958
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Attack Lena Sailboat Peppers Baboon Airplane
Gamma 1.000 1.000 1.000 1.000 1.000
Blurring 1.000 1.000 1.000 0.999 1.000
Poisson 0.998 0.972 0.970 0.990 0.997
Scaling 0.862 0.840 0.877 0.847 0.856
JPEG 0.818 0.853 0.849 0.892 0.828

Fromthetablesandfigures, canbe concluded thatthe presented watermarking
technique has a good performance in invisibility and is robust against attacks.
To have more evaluation of the presented watermarking technique, the
comparison is performed on the presented watermarking technique with the
existing technique (31) which utilized similar test images and watermark
(watermark 1). The comparison of the presented watermarking technique to
the existing technique is demonstrated in table 6 which shows the presented
technique has a higher level of invisibility than the existing technique.

Flip. Sharp. Gamma
Blur. Pois. Scal.

JPEG

Figure 8: The extracted watermark_1 from Lena image under different attack
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Flip. Gamma

Blur. Pois. Scal.

Gamma

Figure 10: The extracted watermark_3 from Lena image under different attack

34



An Optimized Image Watermarking Technique Based on LU Factorization and
Entropy Analysis

Table 4: The NC values of detected watermark with watermark_2 under different Attacks

Attack Lena Sailboat Peppers Baboon Airplane
Flipping 1.000 1.000 1.000 1.000 1.000
Sharpen 0.950 0.942 0.943 0.943 0.939
Gamma 1.000 1.000 1.000 1.000 1.000
Blurring 1.000 1.000 1.000 0.999 0.999
Poisson 0.996 0.921 0.966 0.827 0.993
Scaling 0.836 0.816 0.850 0.795 0.822

JPEG 0.815 0.816 0.826 0.839 0.806

Table 5: The NC values of detected watermark with watermark 3 under different Attacks

Attack Lena Sailboat Peppers Baboon Airplane
Flipping 1.000 1.000 1.000 1.000 1.000
Sharpen 0.962 0.962 0.966 0.965 0.963
Gamma 1.000 1.000 1.000 1.000 1.000
Blurring 1.000 1.000 1.000 0.999 1.000
Poisson 0.997 0.976 0.977 0.991 0.998
Scaling 0.882 0.854 0.877 0.826 0.864
JPEG 0.838 0.858 0.848 0.884 0.835
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Table 6: The comparison of the presented technique of watermark 1 with the existing technique

Image Scheme PSNR
DWT-DCT-SVD (31) 41.970
Lena

Proposed 49.520
DWT-DCT-SVD (31) 40.807

Sailboat
Proposed 46.456
DWT-DCT-SVD (31) 43.115

Peppers
Proposed 48.466
DWT-DCT-SVD (31) 42.549

Baboon
Proposed 41.923
DWT-DCT-SVD (31) 41.863

Airplane
Proposed 50.976

5. Conclusion

An optimized image watermarking technique based on LU factorization
and entropy analysis in combination with lifting wavelet transform, and
discrete cosine transform is presented in this paper for copyright protection
of multimedia information. In the proposed technique, various watermarks
are hidden in various test images for evaluation of the effects of various
watermarks on various test images. Several attacks are performed like
flipping, scaling, Gamma correction, JPEG 2000 compression, blurring, adding
noise, and sharpening attacks. Four main watermarking properties including
imperceptibility, robustness, security, and watermark capacity are obtained
in the presented technique, the imperceptibility (PSNR value > 41 dB) under
no attacks, the robustness (NC value = 1.000) under no attacks, the security
by utilizing random permutation function, and watermark capacity (642). The
presented watermarking technique is invariant against attacks and has a good
performance in imperceptibility, robustness, security, and watermark capacity.

m References

1. WanaG J., Wan W. B., L1 X. X, DE Sun J.,ZHanG H. X., (2020), Color image
watermarking based on orientation diversity and color complexity. Expert
Systems with Applications, 140, 112868.

2. Manto D. K., SnGH A. K., (2021), A survey of color image watermarking: State-of-

36



An Optimized Image Watermarking Technique Based on LU Factorization and
Entropy Analysis

the-art and research directions. Computers & Electrical Engineering, 93, 107255.

3. MEHRAT S., MUsHTAQ S., PArRAH S. A., GIri K. J., SHEIKH J. A., GanpomI A. H.,
Hun M., Munammap K., (2022), Spatial Domain-Based Robust Watermarking
Framework for Cultural Images. IEEE Access, 10, 117248-117260.

4. Basna S. H., (2022), A novel secured Euclidean space points algorithm for
blind spatial image watermarking. EURASIP Journal on Image and Video
Processing, 2022, 21.

5. ALSHAIKH M., ALZAQEBAH M.,JAWARNEH S., (2023), Robust watermarking
based on modified Pigeon algorithm in DCT domain. Multimedia Tools and
Applications, 82, 3033-3053.

6. Byun S.-W., Son H.-S.,LEE S.-P., (2019), Fast and robust watermarking method
based on DCT specific location. IEEE Access, 7, 100706-100718.

7. BEcum M., UppiN M. S., (2021), Implementation of secured and robust DFT-
based image watermark through hybridization with decomposition algorithm.
SN Computer Science, 2, 221.

8. Li M., Yuan X., Cuen H.,L1J., (2020), Quaternion discrete fourier transform-
based color image watermarking method using quaternion QR decomposition.
IEEE Access, 8, 72308-72315.

9. ABopeENaA O., Acoyl M.,CeLeBl E., (2017), Hybrid technique for robust image
watermarking using discrete time fourier transform, 25th Signal Processing
and Communications Applications Conference (SIU), 1-4.

10. SaLennia T., Fartar A., (2021), Fault tolerance in LWT-SVD based image
watermarking systems using three module redundancy technique. Expert
Systems with Applications, 179, 115058.

11. SHARMA S., SHARMA H.,SHARMA J. B., (2021), Artificial bee colony based
perceptually tuned blind color image watermarking in hybrid LWT-DCT
domain. Multimedia Tools and Applications, 80, 18753-18785.

12. ABopenA O., Aoyl M., (2018), Colour image blind watermarking scheme
based on fast walsh hadamard transform and hessenberg decomposition.
Studies in Informatics and Control, 27, 339-348.

13. Cuen S., Su Q., WanG H.,WanG G., (2022), A high-efficiency blind
watermarking algorithm for double color image using Walsh Hadamard
transform. The Visual Computer, 38, 2189-2205.

14. ZawoL Z., Teu J. S.,ALawipa M., (2020), A new chaotic image watermarking
scheme based on SVD and IWT. Ieee Access, 8, 43391-43406.

15. Zuu T., Qu W.,Cao W., (2022), An optimized image watermarking algorithm
based on SVD and IWT. The Journal of Supercomputing, 78, 222-237.

16. Su Q., Cuen B., (2017), A novel blind color image watermarking using
upper Hessenberg matrix. AEU-International Journal of Electronics and
Communications, 78, 64-71.

17. Lw J., Huanc J., Luo Y., Cao L., YanG S., WEr D.,.Znou R., (2019), An
optimized image watermarking method based on HD and SVD in DWT

37



AL- JA MEAI Issue 39 - Spring 2024

domain. IEEE Access, 7, 80849-80860.

18. Su Q., WanG G., ZuanG X., Lv G.,Cuen B., (2017), An improved color image
watermarking algorithm based on QR decomposition. Multimedia Tools and
Applications, 76, 707-729.

19. NADERAHMADIAN Y., HossEINI-KHAYAT S., (2014), Fast and robust watermarking
in still images based on QR decomposition. Multimedia tools and applications,
72, 2597-2618.

20. Su Q., WaNG G., ZuanG X., Lv G.,CHEN B., (2018), A new algorithm of blind
color image watermarking based on LU decomposition. Multidimensional
Systems and Signal Processing, 29, 1055-1074.

21. Jane O., EuBast E., (2014), A new approach of nonblind watermarking
methods based on DWT and SVD via LU decomposition. Turkish Journal of
Electrical Engineering and Computer Sciences, 22, 1354-1366.

22. Hsu L.-Y., Hu H.-T., (2019), A reinforced blind color image watermarking
scheme based on Schur decomposition. IEEE Access, 7, 107438-107452.
23. KaraJed H., KHaTiB T., RajaB L.,MaQaBLEH M., (2019), A robust digital audio
watermarking scheme based on DWT and Schur decomposition. Multimedia

Tools and Applications, 78, 18395-18418.

24, SingH A. K., (2019), Robust and distortion control dual watermarking in
LWT domain using DCT and error correction code for color medical image.
Multimedia Tools and Applications, 78, 30523-30533.

25. ABopEna O., (2022), A robust blind watermarking scheme based on lifting
wavelet transform and hessenberg decomposition. Journal of Pure & Applied
Sciences, 21, 48-54.

26. Liu S., PaN Z.,SonG H., (2017), Digital image watermarking method based on
DCT and fractal encoding. IET image processing, 11, 815-821.

27. ABoDENA O., (2023), A Robust Blind Grayscale Image Watermarking
Technique Based on Schur Decomposition and Entropy Analysis. Gharyan
University Journal, 28, 471-493.

28. Weber A. G. (February 2018). The USC-SIPI image database. Available:
http://sipi.usc.edu/database/

29. ABopENa O., (2021), Robust and high-capacity audio watermarking basedon
chirp z-transform, 29th Signal Processing and Communications Applications
Conference (SIU), 1-4.

30. ABoDENA O., ALASHTIR A., (2021), High Hiding Capacity Audio Watermarking
Method Based on Discrete Cosine Transform. Internation Journal Of Advance
Research And Innovative Ideas In Education, 7, 677-684.

31. KanG X., CHEN Y., ZHAo F.,.LIN G., (2020), Multi-dimensional particle swarm
optimization for robust blind image watermarking using intertwining logistic
map and hybrid domain. Soft Computing, 24, 10561-10584.

38



